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Project Title:

|  |
| --- |
| A Python-based Logistic regression model to improve credit card fraud detection using a machine learning algorithm. |

Research Question to be answered:

|  |
| --- |
| How Python-based Logistic regression algorithm works to detect fraudulent credit card based on different features? |

Outline (overview) and overall aim of project:

|  |
| --- |
| * Nowadays, most of transactions are done with online payments, and in doing so person’s credit card details are stored online though it is not safe due to the hacking system. As a result, credit card holder’s details are hacked, and fraudulent transactions are done by another person without the permission of credit card owners. It is a very ethical issue in this era, so it is necessary to mitigate this issue. * It is essential to find out about anomalies in the system for some companies’ transactions with the use of credit cards. In today’s digitalization world, most credit card frauds doing online, and therefore it will be imperative to solve this issue and get safe as well as a trustable transaction for every person. * The major aim of this project is to build a credit card fraud detection model, which tells if the transactions made by a credit card are legitimate or fraudulent. Therefore, it is basically based on transaction and their labels as fraud or non-fraud detection processes if the new transaction made by the customer is fraud or not. Additionally, this research project gives two outputs such as which one is a true transaction, and which one is fraud. The model detects approximately 95% of accurate results and improves the quality of the result. * According to the existing literature reviews logistic regression model provides an accurate 95% result to show what is a fraud transaction and what is a real transaction. On top of that, the Logistic regression model very fast detects legitimate and fraudulent credit cards rather than other models. Moreover, this model is improving the visualization as well as the normalization process easy than other models or other algorithms. |

Objectives (list of tasks to be undertaken to achieve overall aim of the project and to answer the research question posed):

|  |
| --- |
| This research will be based on a python machine-learning algorithm by Logistic regression model. It will depend on the data sets provided that will be provided as secondary data sets. This research will investigate or recognize normal and fraudulent transactions.   1. This research will first collect the data sets from Kaggle and import them into Anaconda API in the Jupyter platform. Additionally, to perform datasets will use the CSV file, which is 143 MB data size. Furthermore, this project must employ Python as a computer language and it is a scripting language that is simple to use, interpreted, object-oriented programming, and a high-level language. 2. After this process will need to install libraries as it’s a member of Python libraries and the most common jobs are multi-dimensional groups. Add to this, it will use for information collecting and modification. 3. Secondly, after library installation, will need to perform explanatory data analysis on the dataset. This process cleans the data and makes it ready to train the model. It will help to balance the data from the imbalanced dataset. 4. Then, will separate the normal and fraud transaction and analyze and visualize the fraud and normal data. And then this data will be divided into portions such as the training phase and testing phase. After this, data will be split into features and labels. 5. Thirdly, need to create a Logistic regression model using a machine learning algorithm. After fitting data into the model will perform a model evaluation to check the model’s accuracy. In order to perform this process first model test data on training data and then test data on testing data. Both training and testing data will give model accuracy and model efficiency. 6. Lastly, after evaluating this process will analyze and visualize data using tables and charts. These will include some results such as showing normal and fraudulent transactions, how many transactions will be fraudulent or legitimate, how many transactions will be done etc. To perform these tasks will use SPSS and Matplotlib tools as it is easy to use and show perfect tables and graphs. 7. Additionally, this research will recognize the fraud credit card detection, therefore, will add Python-based algorithm coding in this project to show how to implement the method step by step. |

Relationship of proposed project to MSc programme/stream:

|  |
| --- |
| This project is mainly based on the machine learning algorithm using Python as how it works to detect fraudulent credit cards. Additionally, credit card fraud is mostly related to the subject of Mobile Technology as learned new mobile technology growing day by day and because of this credit card fraud is significantly soaring in this digitalization world. Furthermore, Mobile technology also learned how to solve this issue using new technology and mitigate this problem in the future.  However, from the research design and methodology subject learned how to do research step by step and how to build the specification of the project. Moreover, it explains how to write aims, objectives, abstract, literature review, proposed method, and data analysis. On top of that this project is mostly related to research methods and it will be very helpful to develop research skills as well as give knowledge about how to write the dissertation. |

Indicative reading list and resources:

|  |
| --- |
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